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IZ Enter 213 XS5BT A vt — (K 1.12) BRRREINET, ZDOR v —JIMoTHRIET S L.
WEAZINT: Web R=TY DR VT M BHOEL LDV v FR—FIZEZIAATOWa~ Y ROBET
ENFET, ZVy I R—FKRicavr—&hda~<vr Fid, msiexec A~ REFETL, A5 ERa—
FOX > u— RBIXUETETZ2HDTLE, ZOLIIC, 2—F—DFEEFEL TRERa—F
ZEITEE LD T 2FHEER ClickFix IR TVE T,

123 FENERZOER
BRI DA V7Y ORI 3 FT L7,

1.2.3.1 Microsoft MEREEEHRZIH> 7= AiTM IRE

AP9EHAE. Microsoft DFRAEIEHRZIH - 72K E X — L OWELTFELNE Lz, X—LALHD
Vo r%279Vw 273 %E OneDrive ZE{ L 7zR—IDBRREN, ZOR—Y FIZKREINTET 741
27V w73 3eBD Microsoft Da 274 YRy F7 v THEREINZ L WVWIHDTT, ZIWXANL
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K14 R—FRORF v 50 10 1L

R—F 108 11H 12H A&

23/tcp 79 60 41 180
22/tep 70 38 20 128
80/tcp 33 29 16 78
25 /tcp 16 14 6 36
143 /tcp 6 11 2 19
443 /tep 0 11 0 11
21/tcp 5 0 0 5
85 /tep 3 0 0o 3
8080/tcp 0 0 3 3
5001 /tcp 1 0 1 2

FREEEMRIZNEED Y N -2 F I ko THREINE T,

1.2.4 ZFOMo1>I7T> hDIER

AN ENTFE LNV Y 2 7H A FORIZ 44 fFT L7, BIAHHD 32 fF52 5 38% &ML
TWVWET,

ARIUEHNCIRE DT SN X F v T 469 T L7z BIEFEIAD 452 56 3% L TwE
FTo AF v VONRERSFR—PDEM 100 %ER 14T/ LET, SHEICRAF Y ONRL L7
AR— ME. Telnet (23/TCP). SSH (22/TCP). HTTP (80/TCP). SMTP (25/TCP) Tl 7z

Zofic I nNg A 7 PO 513 R T L7, RIPUEHIO 508 Hh 5 1% HEIML £ L7z,

1.3 A7 XSS

AVAEHNCAT o 72 SO FEH ZFEM L £ T,

1.3.1 Operation Endgame THIBA L 7= Rhadamanthys ICR&Z L TWLW S ERBHBEADE
p3l

JPCERT/CC Tl&. Operation Endgame 3.0 {ZB# L T, ENT Rhadamanthys \DEEDEE DI S
AR MZET 2 1EHE SR 532 L £ Lz,

o Operation Endgame

https://www.operation-endgame.com/

Operation Endgame (&, Europol % H/OMIEEE O EHATHRES 23515 LTI L Tw % FE R 72 A4 X
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L—>aryT3, 7x—X3 Tl Rhadamanthys Z# ZOEMDO~ LY 27 DA V7 72 LI ZITHK
JL. 2L OWEMBORE OB D E Lz, TH%E3ZIITIPCERT/CC Tld, %% HR b 2EHT
BAHMRICH U, BERAR P OREB LU (BEDHRINTHED) MLOEMEHKEL TVE T, £
7oy INED D - BB EIIS LTS 217V, HUADEZBLTVET,
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E2E

ZRIBIRD DM et

JPCERT/CC &, 4 ¥ > 7Y bR X 2 WEHEDFAERIARZH < 7212, Mgt mSLBBIER. €
FaU T4 BB EZINE - T LTWE T, TMORR, 4 > 7 2 P REICXBWEDFRESCIR
WS 2 E|AMSE L o LI L GG, NERMEE) 2 TREERIER 2 oBEREHReA o7
Y IO - RO T D DIFERERLE L TVE T,

2.1 1BWINE - Oth

JPCERT/CC AU - 5343 2 1EHICiE. B O L ERICZ, Sk CSIRT 7 RBIfR
R 2 B OENNOBEMM 5 Z I -ERDEENE T, 2ot dbril, YAN—KWBTHbNL
MEgsERWEFIE, AT 27 RYE, A VT Y bORESRILRIC ORI ZARENED B 2 HHRICDOWVT
T EIT-oTVWET,

¥7.. JPCERT/CC MRt L 72 1EHICH 5 2 KA 5D 7 4 — RN 2 REZINEL. BNTOE
BREEL S ORIEROINITEILTTVE T, Fic, RIAERERZE2RET 2 RK—&% 134 +
FCISTA (Collective Intelligence Station for Trusted Advocates) | (2.3 &) /M L= &2 50D
74— RNy 203, MHBEANDEMT 2R EEMEHL TWET,

APEINCIE U7 EH. WelZ2Wwie 7 4 — RNy 2B X O0H LERD 5 5. K2 0 2 #r
L&,

2.1.1 Web 7L —L7D—2TfEHNS Badsecrets) FEE

2025 4£ 10 A 29 H. JPCERT/CC % CyberNewsFlash BERIE 721355V —27 L v b REE L7z Web
7TV =2 avORIAVRAZIZOWTI ERHLE L, Web 7L =247 —27F%FH LT Web
TV —a YRR T ZBIC, HEHIRRER TS — 2 Ly bR A VX —% v b DY VT ra— FE
CBENDT 7 AN BHIOY =2 Ly bERELLEEARFTEHL TV 56, BESSKAEXRE T
B - SR B IN, TROa— FETCELZAREDSH 28E0 5, FLE X UHEEET 2
BEEEHR AR L £ Lz ARIET 2RI OWTIE, 10 FIF EHTD 5 BB OMBsTER L TV,

CEEIF 7235V — 2 Ly FERELE Web 7 7V 7 —2 a Y OBE A Y AZIZ2WT? JPCERT/CC. https://ww
w.jpcert.or.jp/newsflash/2025102901.html, (2025-10-29)
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2023 4, DL F 2V 7 4 BFETH 5 Black Lantern Security 252 ORJEZHFD Web 7L — 247 —
7 TREERENT: Web 77V r—> a YR BMINCF = v 732V — V2R L % L, 202549 A
1 Shadowserver Foundation 2% JPCERT/CC IZ#E*3 LYY —ic & 2 BHIAER I, BN D KR
N 23T 2,500 FEENTWE Lz, £/, [ 10 A, Elastic 2> 5 REEDEHIC L D TOLLBOOTH
Ny 7 RT7NOBEHBEON S ENDO AR MER ARSI E L, TheZ TRRERRD D 5 K
2t OEFHBEAE BB U 72 & 2 A EKIC TOLLBOOTH B DEHPHER I 2720, BRICB W
THRENCRELZZ T T2 HENEEZ T BEEL S ML X Lz, 22T, 7L —4
7 — 27 ROBEHOBEGHERERED 2 — FEITHAREL G2, BEHFIWEDOGLASLLE. W D2HhD#E
R S BAT S O EFENARL 2T, Mg REET A I AT WS E S ZEARND KRR b D 5 Bi# 400
AR M ORI U, BERY X2 oKz B & 3 2 R OHERSB K CRE LML %2 (2 3 TG Hiz
BEFEML £ L7,

2.1.2 LANSCOPE IV RRAVIMIRZ—Sv— AV TFL I RRRICEITZBEEF v X
ILDEETTREARA RO (CVE-2025-61932)

2025 % 10 H20 H, =24 —7 v 27 A LANSCOPE =Y FRA Y ber—Y v — 7L I 2RI
B 2EEF v 2V OEETTHGEEME DTN (CVE-2025-61932) ICB$ 27 RALF VS ENRL Z
Ueo AREs5HEIE. WRREE» b BHEGEIFHE LTRES N, =P F =y THAL FF 1402
HOWERARMTONE Lz, RAMFOFAROFHMIOVWTIZ 4.1.2.1 2 TSR Z X0,

JPCERT/CC 13AMag9 1t 2 A U 7= BB EIHVKE FTRINTW L AN D 2 LW L. FAFEE &
b D £, FHIC CyberNewsFlash Z/\BH* U % Uiz, WEBEZT 2 A[REMD E % 2 L HE XN 2 F
Mo — 2%, BHOAREMD 5 h23bi 2 WEBIEENCE§ 2 [HWmzfa/ L. "aFHEANRPLHFHED
FEiz L E Uiz,

2.1.3 WSUS Icd 1T 35854 LD RCE DRESSME (CVE-2025-59287)

2025 4 10 A 14 H (BHIKFRE) . Microsoft ®ERF| 7 v 757 — b @ H T, Windows Server Update
Services (WSUS) B3 EHTERVWT—XDF YV 7 74 XDMiggE (CVE-2025-59287) 153
BIEIE Ry FORMTINE Lz, AIEFHMEIC X - T, HEEHH WSUS T § 2 K— M &S (8530,
8531) I L CTM L L7 HTTP V7 T XA M 2XET S L TIEEDOI— FE2FETTE X, 2025 F

*2 «Introducing Badsecrets”. Black Lantern Security. https://blog.blacklanternsecurity.com/p/introducing-badse
crets, (2023-03-20)

*3 “HIGH: Badsecrets Report”. The Shadowserver Foundation. https://www.shadowserver.org/what-we-do/ne
twork-reporting /badsecrets-report/, (2025-09-08)

*4 «TOLLBOOTH: What’s yours, IIS mine”. Elastic. https://www.elastic.co/security-labs/tollbooth, (2025-10-
22)

*5 ¢ [HEZBHSE] LANSCOPE =Y FRA YV b3 =Yy — A 7L IXMCBI BV E— FTa— FHAETIIS
faggtEizonwT (CVE-2025-61932) ”. T4 —7F v 7 AKX &+, https://www.motex.co.jp/news/notice/2025/r
elease251020/, (2025-10-20)

*6 «<LANSCOPE =¥ FEA Y b3 —Yv— F 7L I ZAMMICBT 2 BEF v 2V DORETHRIENEOMTH (CVE-
2025-61932) 122\ T” JPCERT/CC. https://www.jpcert.or.jp/newsflash/2025102001.html, (2025-10-20)

*7 «“Windows Server Update Service (WSUS) @V E— FTa— FAETINBMHEL”. ~4 270y 7 P&
https://msrc.microsoft.com/update-guide/ja-jp/vulnerability /CVE-2025-59287, (2025-10-14)
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10 A 22 H GHMIF) 1 HawkTrace 234551 BE 3 2 FEMELE X O PoC Z AR L £ L7,
Microsoft I AMFIEDBIEN R T572 o7 LT 2025 4 10 A 23 H (B, BaoEH a2
T LZRNATHICED L,

BEOE X2V 7 4 D 2025 4 10 A 24 H (B DRI, ARMassiE 2 B L2280 L 7~
EOEHOORNRLUFE Lz, X512, 2025 4 10 A 27 HIZiE WSUS 2358@ L T 2 EA AR MY 10
HrOIERAMEIEED ORI N T Lize 25 LR ERF 2. JPCERT/CC TIIHENALNZ D
DDRRER & HI L, 2025 4E 10 A 28 HA» 5 Y%A R M T 2 EFEMZ AL £ Lz, 20k, il
WD/ S TY £— P EBEEHERE I LT Windows Update 22t 272124 %K — %
F =T LT3 L OEREZEL 2D, AITEOFEEZ T 2 EEMNH 5 Kk 2 + ZRjkH
WHE L. RAEINICHY 60 tho R 2 Mkt UCERIE % i, #EFIFE AN JPCERT/CC 2R L T
W 23 METPEE RS 2 IEM R EFFE I T 2 IEM e R L. RSB OE MR T F L,

2.1.4 FortiWeb M/NR b SN—HILDRESEYE (CVE-2025-64446)

2025 4 11 A 13 H (RHuKERE). watchTowr Labs %% Fortinet # FortiWeb (281F % %2 b F8—H)L
DOffigFHE (2025 4 11 A 13 HF T CVE £#%F) BT % PoC 2R U F Uiz, Alfisgiks EH
SNb L. BHEEICT 7 A LLKBENEHEMRCIEREDIY Y F2FEITT LI TE. B
RSB NIEIAREMED D D £3, 2025 4 10 A 6 H MR 121& Defused 23 Fortinet #4512 BE &
TAIRFERBEBEEZHEA L2 AL TAER 2L TE D, watchTowr ® PoC AREZIT T, TDK
LA EA LD TH SRS EVI EHL IR D F Lz, F/. 20254 11 A 13 H
(BIHIRFRT) 1203 Rapid7 A3ARMESS1ED PoC BEALRER Z B2 L, FortiWeb DHiNn— a > (8.0.2)
TIIMNEPHER I NT—F, 8.0.1 REHEN=Y a Y TIRFERAPKITSE I E2NRLE L,

PoC ODAFRIC & » TAMFHEOBEHILABSBEE N2 D DD, JPCERT/CC HEMNOF RN % H
L7zt 24, FortiWeb ZfH L TWA KRR MITHFREEICE Y E D, BEEZT 3R MIDVETH
5 ZeDHERSINE L, 2D, REEBEZITS OTIZR<. TTIREMIBHEATH SR
MZEE 2. YRR M LT 2025 4 11 A 14 HiIfER@MEZEMmL £ Lz, 20k, FH (2025
11 A 14 H. B 1< Fortinet 23ARMETI M (CVE-2025-64446) 1ZBHS 2 7 KN4 5 ) MR NK

*8 «CVE-2025-59287 WSUS Unauthenticated RCE”. HawkTrace Security. https://hawktrace.com/blog/CVE-2
025-59287-UNAUTH, (2025-10-22)

*9 «Exploitation of Windows Server Update Services Remote Code Execution Vulnerability (CVE-2025-59287)”.
Huntress. https://www.huntress.com/blog/exploitation-of-windows-server-update-services-remote-code-exe
cution-vulnerability, (2025-10-24)

*10 «“Windows Server Update Services (WSUS) vulnerability abused to harvest sensitive data”. Sophos. https://
news.sophos.com/en-us/2025/10/29/windows-server-update-services-wsus-vulnerability-abused-to-harvest-s
ensitive-data/, (2025-10-29)

*11 «“When The Impersonation Function Gets Used To Impersonate Users (Fortinet FortiWeb Auth. Bypass CVE-
2025-64446)”. watchTowr. https://labs.watchtowr.com/when-the-impersonation-function-gets-used-to-imper
sonate-users-fortinet-fortiweb-auth-bypass/, (2025-11-14)

*12 «Unknown Fortinet exploit (possibly a CVE-2022-40684 variant)”. “X - Defused@DefusedCyber” . https://x.
com/DefusedCyber /status/1975242250373517373, (2025-10-06)

*13 «CVE-2025-64446: Critical Vulnerability in Fortinet FortiWeb Exploited in the Wild”. Rapid7. https://www.
rapid7.com/blog/post/etr-critical-vulnerability-in-fortinet-fortiweb-exploited-in-the-wild /, (2025-11-13)

*14 «Path confusion vulnerability in GUI”. Fortinet. https://fortiguard.fortinet.com/psirt/FG-IR-25-910, (2025-
11-14)
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L7-Z %%, JPCERT/CC Tl FortiWeb ZH\W7: PoC #EEZ S L. EHKICHER SN0
DR ZRI L7 BT, 7 FAAFVERS X CHE TR EBAZIEL LH MRS EN L % Lk,

2.1.5 ArrayAG @ DesktopDirect ¥48EDFfe551%

2025 4 12 A 3 H. JPCERT/CC &, Array Networks # Array AG >V —XiZBFpa~<> KA ¥
VxryaryOfigitticT 2 EEMEE AR L E L, FikiE, 2025 4 5 ACAMTIERBIET 2
N=ParyzE) )= T\E L2, JPCERT/CC TlX 2025 4F 8 H LI AT % A 3 2 K
BRENTHRE L YZEMIZ Webshell DBRBE XN REZHR L TVE L, AMTSMHEIEHRIEZH
Fre e RBEERH THAZICERE A L BESNE L, ENTHENIFEEL TR NS
WT, AMEgIHEHERZEMA L THE o3, HE DMK DEMD T E TWIRWHHEMIZ H WS A]
R 2R L. BRI RO FTHEREZFEITL X Lk, FEMEDNBR R TR ICE T 5
HHRIIAREINTOERATLRD, MSEHEOREZZT 2 MR R EOERZHIETE MR L.
JPCERT /CC D3R8 L T\ BB T 2 1R D #8/ L TRASFIHE IS SRR & O i 2 FF 00 1 %
L7z,

2.2 Web ¥ kTOEHRiEH

JPCERT/CC 1%, Web ¥4 +T MEEME | [CyberNewsFlash) 'Weekly Report) 7 & OE# % N
FLTWET, RSS 74 —FZIEMT I BT, X—=V 7V R FDERE (RMUFHIRERTH
42,000 %) I —FBDEHRE A — L THEEF L THET,

221 FEMaES

A D DR BRH DILNESIE R EARREI NG E T, THEEME) 220 L. FIFE TN L TILRL
WERZIELD T TV,

o JPCERT/CC {FEMt
https://www.jpcert.or.jp/at/

AN, 6 fFRBIL. 2 FDIEmEEH L £ L,

o 2025-10-01 Cisco ASA X U FTD 2B 2 E D Mfag3M (CVE-2025-20333. CVE-2025-20362)
BT B RN (EH)

o 2025-10-15 2025 FF 10 H~v A 7uyY 7 bteF 2 V74 BH 70T T 2T 2 EEME (16)

o 2025-11-12 2025 F 11 H~vA47uy 7 btdx a2 )7 4 EH 02T 2T 2 EEME (2N6H)

*15 «Array Networks Array AG ¥V —XWIZBF % a~> R4 ¥ Yz 7 a vOigsticil$ 2 EEr”. JPCERT/CC.
https://www.jpcert.or.jp/at/2025/at250024.html, (2025-12-03)

*16 « Array OS release 9.4.5.9 for the Array AG 1000 series is now available for download” “X - Array Sup-
port@ArraySupport”. https://x.com/ArraySupport/status/1921373397533032590, (2025-05-11)
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o 2025-12-03 Array Networks Array AG >V =BT 2a~vY KM I =7 > a rOffiggttic
B3 2 Mt ()

o 2025-12-05 Array Networks Array AG 2V —XIZBIF2a<v Y L Y= a v offigatkic
B3 2 TR (EHT)

e 2025-12-10 Adobe Acrobat B X Of Reader D551 (APSB25-119) (2B 3 2 {HEMGE (22BH)

o 2025-12-10 2025 F 12 A~ A 7uy 7 bt x a2 V7 4 EBH 02 F 2T 2 EEME (206H)

e 2025-12-22 WatchGuard # Firebox @ iked {81} 3 HNE = AADMTHH (CVE-2025-14733)
BT 2 R (LAB)

2.2.2 CyberNewsFlash

JPCERT/CC 1. 2R R THEREMEOREEICH RO~ LY = 7, A4 N—KEBICBT 218
W% CyberNewsFlash ¥ LTREAT 2220 H D 3,

o JPCERT/CC CyberNewsFlash
https://www.jpcert.or.jp/newsflash /

APEHNE, 5 HERFL. 2 FOEHRZEH L £ L.

e 2025-10-20 LANSCOPE =V FERA VY bvx—T v — F UL I ARTBIT 2B EF v 21D
EETKREEARAE OIS (CVE-2025-61932) 1&DOWT

e 2025-10-21 WatchGuard #7 » 4 77 # —)L [Firebox] O iked IZ8B1F 2 ERNEAADNETIE
(CVE-2025-9242) 1229\ T

e 2025-10-22 LANSCOPE =¥ FEA Y b2 =Y v — T 7L I ZARICBIT ZBIEF ¥ 21D
EETTRIEAMEOMETE (CVE-2025-61932) 122W T (BEHT)
e 2025-10-24 ISC BIND 9 1281 2 EEDOMaggPEic>WT (2025 4 10 H)

o 2025-10-29 BEHIFE 7213590 — 27 Ly bERE L Web 7 7V =2 a VORXA Y R 712D
WT

e 2025-12-05 React Server Components DfEg514 (CVE-2025-55182) 1ZDWT
e 2025-12-10 React Server Components DOHfgg1E (CVE-2025-55182) 122\ T (FEHT)

2.2.3 Weekly Report

JPCERT/CC 23E L7zt ¥ 2V 7 4 BIEIEIMD 5> b EE LM L BRoMEZ S o, FHlE LT
HEKEH (FEDH 3 EZEH) 12 Weekly Report & LTABLTWEF, ARMEFHNK 13 AR L.
P99t Fx 2V 7 4 BHEREEL X L7,

o JPCERT/CC Weekly Report
https://www.jpcert.or.jp/wr/
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2.3 CISTA TOiEsRIZH

JPCERT/CC &, BEkHOERIEHE 7F v b7+ —24 TCISTA)] ZEHELTVE T, MEIAEMRIER
DRZIWMY ZHLT 2 H A TERN VTV, BEA V7 552X x 2o BHEtx2) 74+ B
EHRE AR CSIRT 7 ¥4 1,300 flfk & OB TIHEHMIEH 21T TV g3, FIHEMRIER) oA
WCHES 2EEMIE. RD Web R—U % ZBHEL X0,

o FRATEMIEHR
https://www.jpcert.or.jp/wwinfo/

CISTA Ti&, JPCERT/CC 22k U 18 HIx U TR EMMD 7 4 — PNy 7 DfRMERIREZTTS
EMTEET, WERWET 4 — PNy ZRRER, FFSNHEHR 6T T, A O 1E#H
R ECIEM. BTl TuE g,

2.3.1 EBHIEmMIER

I L 7 MEss tEB e B E A L D55, EREREHRA ¥ 7 7R EIWCERBEE 2 MIE T AR H
b, BEA V7 et 2 RINCHAETRE LW L2 0% TRITEMRIER) & U TR
LTVET, AN 4 FREELE L

2.3.2 Analyst Note

INEE U 2259 S B BIEM2 ¥ D5 5, JPCERT/CC SEHITARELEZ D%, BHE LT
FAnalyst Note) & U THEEELTOE T, RIUFHZ 60 HHEFEL £ L.

233 {ERRHFR

AL L 72O 6, BEDHBRICHEN AL E Z 6N 5 RSB L OFEIEHRIC OV T,
ANCTHRIBE 21T o TV E T, FlZIE. BALMETHEANONRZEH L TORWIRER YD (s &
Z )R, TTRIEFHHEOBEMAICE Y ARET ST ARBRRI A, BAEEHRIPGI S LTV 2 iTREN:
2B % HRA + OF AR 2 U TEREREL TOE T, LB, WHROMIA CISTA CHEFNER
ZIRMETE WS, JPNIC WHOIS ZFIH U TESR XT3 HEEEIBEHIT 2. H2WIEISP %
RNV X —IBEHE KT 2585 DD £ 5, RPUEIIE 79 AL £ L7z, %D Web 71— 4
v — 27 Cfbhd [Badsecrets) . WSUS iI281F 2#%iE7% LD RCE Dffigst: (CVE-2025-59287).
FortiWeb M % 2 + 5 N —H L DffEggtE (CVE-2025-64446) 72 ¥ O ER %213 3 R + 2B 2 i
W0 U CERIB A2 TV E L,
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E3E

A4 32—y b EOREZFRFEICINE TH)
ICRA 9 BERA & 7R

JPCERT/CC Tld. FREZECIITHREI NS T v bEINET2BHIHE -2 L. Zh
BARAT 4 VY- RERFHT 2 Z e CERIMNMERTRELE LT, 4 > &X—3v MERBIHI> R
72 TSUBAME) ZHSELEHLTVE T, £V F—ITRTTREI NS 7 v ME, FFEOHE
FEDOY - ABRELHRR T 20 1fThbhitwd e E2oNEd, JPCERT/CC Tld, ¥ ¥ —T
BTy D EBRGEANCPEE L, FIHER. < LY = 7R EY — LR e kL T
MLTOWET, ZOTHD6, 4 ¥ X =%y N LLREEDC. REOEFEHFLIHIECE 25
BHRHY . 7a— VR BEBEEEOHEZEEICE D TVE T,

3.1 4> —2v hNESEAIS XFTL TTSUBAMEL ZBW-EA

TSUBAME ] TlE, 4 ¥ &X—%v b6 Y —IZFET 580 v v D5 % TCP, UDP B8 X ICMP
R MEFREERLTVET, Y ¥ =k, N"=—FKRy bE8i D, FRELE ATy ML TBEIEL
FHA. V—LADOBEREEHRIEERD DDA F ¥ VY, v F 2 VT4 LOBHEEBE N T 74 v
7 OEMIETT > TWEd, TSUBAME I22OWTiE, KD Web R—D % ZTHHL X0,

o TSUBAME (A ¥ &—> v MERBHS 2T 1)
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&5, TSUBAME | TE-8HF7— 2 2L TnE 3, PREHZ v 1cBllF — i o w 7= @3 o
HHigEoM, BHERPEESINIBHREEN TS (4 X -3y PERBHELER— b1 2707
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WA 1ERM (202541 H 1 H~2025 4 12 A 31 H) O%EdeR— billosr vy MDA 1~5 B LU 6
~10 M OBHBOHE ZIX 3.3 X 3.4 1TRLET,
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JPCERT/CC Tid. HTTP % HTTPS 72 £ O¥ — LRI 3 25 25l 3 2 GO N=— Ry
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*1 DDoS W#%, FHEDE VI —TOA—RINBRI L7237 v FEZOVTIR, EROBED SN2 - DEE 2 SR L
TWVWEY,
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JPCERT/CCd. V7 +v = 7HGAHAFEOLZEMWRZN 2 2t 2B LT, R IO MIIMEER
% WY 72 FEPI R 2 BR U CRUBAFEE 1T K 201 R 2 (e U, Meg9 kI & WamBHREE D HE L 720K
1HHE, (EEREHEERN (TPA) & HEEREE L T0» 2 st E#RAR — 20 JVN (Japan Vulnerability
Notes) ZB U TAKT 2 I CIAKFREZREITEIHZIToTVE T, 512, MsstEotEviAaz;<
DX a7 a—7 4 v 7OEKP, #lills 2T LOKEIHEOMBEICH I HATVE T,

4.1 FesstRaEIFHRDELD HLVIKR

4.1.1 JPCERT/CC IC&IT B HesatEREEIBERDEYD K LY

JPCERT/CC Tid. F¥oniMggrEBhdEEHcat LT, BfRs 2 WEMREE ORE. Mgl BEER
DHEYVZ BN S, HAFAFEE IC X 2 Mag9!E OMREERL AL 7T 7238 217w, JVN %2 U CHags
MEEHREFELZ AR L TOVET, Fhoo BNRLLMIGHEEROERER 2 OMRN 2 IERIED 72912, CVE
(Common Vulnerabilities and Exposures) Program IZS/IL TWE 3, CVE Program (&, il & D55
M2RE, i, ARZN b2 h&xu b2 e 2ffifne LT, 1999 EroHMRaIa =7 1 —
WKWEoTHEDOLNTEXLERENREHTY, KE D MITRE 2HEHERZBEDHTVWET, JPCERT/CC
¥, CVE Program iIZBWTHE F®d CNA (CVE Numbering Authority, CVE £###EHKE) ZHifE3 5
Root D& ZHS L 2 i, HS CNA 2 LT CVE HBONE5%2IToTWE T,

JPCERT/CC &, #WFEXEE R [V 7 by o7 @GSO MR EEHIC B3 2 BURERE) CERK 29

R E B 19 5. IRESUESH 6 FREFEEE S /RE 93 5) 1B TR, v LT, ®

mAEEE DI —T 4 2 —2arE2IToTVE T, HBEEL LToEIHI. ZofBEOMBEZED
FMW%#JUT4$%?ﬁA~L%~yy7ﬁ4F54y(uTFN~%%~yy7ﬁ4Fi4yﬂ¢:
Bo T, MEssERO 2R TH 2 IPA tBEICHEEL TEDTVE T,

% 7. CERT/CC % CISA. NCSC-NL, NCSC-FI &\ o 72/t o # %k & o EIEFE, BN
W HN L WME LB SIS L TVET,
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4.1.2 Japan Vulnerability Notes (JVN) (CHEWTAR L M54 1EHRS & ORISR
JVN TRFRL TV AHE55MEERIE. XD 3 BEICHHINE T,

o R=FF =2 v THA RITA NHEIERE SN MFFEREER (TJVNH#) 12hi 8 o
DIEROMMAN T2 5L TW3B ; i JVNH#12345678)

o X—=Lt+F =Y THA T4 2N T. WMEHE. WnRE. BIH OB L2 o
BEZI M MIER (TJVNVU#) 12k S Mo FoRo#EAF2 45 LT3 ; fl:
JVNVU#12345678)

e HEETu banreTur T I vy SIEEEORIE L CE B OB O M EER & W S #HiE R E X

IHEHEE (TJVNTAH# ) 12Hi< 8 HBFOER ORI F 245 LT3 ; fil : JVNTA#12345678)

APHEHHIC JVN ICBWTAER LM BRI 142 4. 2R 6,138 4F T, BEOHEIEIN 410 ED
T3

AP AT S NTAE & DIfEFIHEHHICBI L Tld, XD Web R—I % TS ZE W0,

e JVN (Japan Vulnerability Notes)
https://jvn.jp/

ARPPEHIIC BWTARICE - ZHEFHHEERONRIZRDO L BH T,
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o = F—2 v THA RTA4 IZHEDEMEXINMHEEFHRICETZ2DD @ 39 #
o [EIBEFHEELM HFHEICE S  METMEHRICE T2 0 1 103 #
o MEFFMEIEHRICESE 3 2 FiTEREFICBE T2 b0 1 0

BB, S—=b F—=2 v THAL FTA4 N2FED  HaggEBLEBHICE 5 2 U 2 0| KRz ow
TliE. KD Web R—T% THIBL X0,

o HIRLEHEERRE QPA) ¥V 7 b v = 7HFOMETIIEREEEHICEI 3 2 | R
https://www.ipa.go.jp/security /reports/vuln/software /index.html

4121 HEIRIN—bFF—2vTHARSAVICEDTHRESN M54

ARIEHNCARICE > gD 5 B, =+ F— v FTHA R4 VicHEIEmMG I Eico
WT, FFEEITRZDHIDOEH[NLE T,

o JVN#86318557
LANSCOPE =¥ FRA ¥ b3h—Y v — AV T IARUTBI 28EEF ¥ 3L DIRETTHREER
fii D554
https://jvn.jp/jp/JVN86318557/

IAF—T v 7 AN T 2 IT EEEMY — [LANSCOPE =¥ FEAL Vb~ x—V v — 7L
IR OMEFHETT, ZOMIMHIZESHEE, SO HAEBEIIHE LTSI, fRo#EET
HRAAZEORECHIHEEZERA LIS L LTV AARENEDL D 2 RIER T v MO ERIATVWE I
DAL % L7, JPCERT/CC T, Magatk 2B L WBEH 2 HE T 2 HIME T EL Lo
b DD, KE FTHBIEHNPITONTWBARENERH 2 LML £ Lz, 1T AEEEY -V, F
WRELRCHBCAHHIATEDY., BEEIERINLGAEHEBOENZ0b 0 EL 52010
FHA, JUN T NS FVARRICEL T, REIC TEE) FRRL, FMlERC HREICXS &,
BRBRBICBOTHE L D RIER T v b2 ZET 2 EHPHERINT VI LD LTI, il
T, FIAMEBGRELZSZIE L E Lce o0 A7 RS F Y RERE, AT 2 EMERE LT
CyberNewsFlash Z/B L. WEBZZF 2V A 708EVWEEZ N2 BEIMERELZ RTZ LT, &6
RABERZWOLTE Lce AT T 2 ERIERDONRDOFMICOVTIE 2.1.2 2 TR X W,

4122 BEINTEERARF-IIGEFAZRTEO IR -/
RPN B O TRE TN EMEEHEEHS D FHATL R,

4123 HesstEARICEIET 32 FDMDFEINRIEIE

il X 7= fEg91EB R (CVD @ Coordinated Vulnerability Disclosure) (282t ¥ 21 7 4 L& &
FEERSEE & D BRI DWW T, REEIICAR L2 ELEROE®H Y 7 v v =7 V-SFT DORfigs: % #
&: Z D T%jl\ I./ i j_o

o JVNVU#90008453
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B LERE V-SFT (251 2 DM
https://jvn.jp/vu/JVNVU9I0008453/

BLEROEHY 7 b0 27 V-SFT ERHE T B 7S < T AVRREBOT7 TV r—2 a Y ORFHR
AWH2HDT, A7 EALHF VTR HOMIIEICOVTIERML TV E T, AFEE, Zoftuc 3o
7 RAA Y (JUNVUH#97228144, JVNVU#94011267, JVNVU#93984110) A3 JVN TAE XN T
WET, GH4HFDO7 RAXLF VDS E 3. £F 2V 7 4 %88 D Michael Heinzl K2 6 Xz
22 tFOMEFIMEICEE L T0E ., FRIE. ST THEER HIHS 27 50T %2 % Wik
LTED, JPCERT/CC TlX 2022 FFITNA ML KR—X—HEEELTVWET, UBRDHAREMCESE
N2 WEFHED TR BVINCHRET B & ¥ bz, BED 2 EHMEAR (Responsible Disclosure) #17-> TW&
T FERMSMCH, A=+ 74277V, 2y b=, BREAVAM=T Y B8R TS
TFoRMOMIFEEFER L, MENCHRE LT FX 252 3ZBFELE T, JPCERT/CC ® CVD
EENX. ZOXOREMHIZMEELHOPRMET2H-FOLF 20 74 HEEED B Z L ICHEMN 72
FIREDIHNCE > TRIZL TOVETH, KNI Lo TREMEFEOFELMLT 22 bbb F3, W5
FHr LTHEFMEHER L TOWAREED S, B LIt 2 R S 2 Wik 2 R e LT#
ROBERXA IV TRCEDETRARELEETNZHARDD T, —F. HEZIAESLEBET ST 4
TERL - 1REED 7= DI E R E A L2 ETORREFLELE T, 2O LS KPS0 T, BIES
0277 ARERNCMETIEE RS R E NS & "2V —2KBDO Y X712 53N TL X 5 ARtk
bHDET, DL RERER D, JPCERT/CC IZHEED Z DREN % [EXICFHEi < v, BIRE
FHEFL—Y -2 FL D TEL XD, MBEREREAZEML THVORNEZEBLEZ S X5
WKEDTVWET, KDL 572 JVN 7 FALF U RKIZ, BFREITRTO CVD FBHIOMRTT, 25
LRSS 2 A ER, KD 2 OBRE L EHEBGEMEL. MOIBEREZMROZICX 5T, CVD
PHEELIZWEEZTED £,

413 EBTEFAFEEML

NR=bF =29 THA RI A HEDWTHE SN MEEFHEICOWT, MRS L EES RN Z
EWBHYFET, TOXIBGEEF. BIETRERBEERGEART 27-DDOFIE (2014 £ 5 HER - H A
Fo4YWE) K> THELET, ZOFIETE. ARMERBRTOBME LR TARDAIE & HIW
L9, JPCERT/CCZZDFIEICHESE, JVN LT NEIEARERISEE —% ) [Japan Vulnerability
Notes JP GEIERHE) —E) 2ARLTOET, AUEHICBW TR, WIS HHEARIE 0 4 TF,

o EAETRERHFEE —H | 5% T 2 WRHFHEL OEITHEHRZ L KD S 70D —F
https://jvn.jp/reply/

o Japan Vulnerability Notes JP GHEI&ETHE) —% | ARHEZB R TRARIIZY L HIE S N5
Mz EAHECENT 2700
https://jvn.jp/adj/
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414 CNA SBLU Root & LTODEEN

JPCERT/CC Tild. CVE Program OFEENCZM L, CNA & LT CVE ID O##=. Root & LTH
NORGFFEEZ R AT T EHZ L TVET,

2008 4 5 AL, JVN TRERT 2 MEg9EIEHRICII MO CNA 23k &FE Lz — R %2R %, JPCERT/CC
PEFE L7 CVE ID 245 L TwE 3, RPUEHNX, 87 Hokasgttic CVE ID 245 L ¥ L7z,

CNA BX U CVE BT 278, KD Web R—T % TZMWL 2 E W0,

o« CNA (CVE Numbering Authority)
https://www.jpcert.or.jp/vh/cna.html

e Overview About the CVE Program
https://www.cve.org/About/Overview

4.2 BFRER OIS FREEH D ElE

JPCERT/CC Tid. MasgtEHmut@Ems 2L TnE 3, Fic OV TIERD Web R—2 % TSR
{F2EW,

o eSS TEE AR A
https://www.meti.go.jp/policy/netsecurity /vulinfo.html

o MEFFMETEHRANY KU 721X
https://www.jpcert.or.jp/vh/

o HREF VT 4 RIABH A A—bF—> v THA KT 42 (2024 R
https://www.jpcert.or.jp/vh/partnership_guideline2024.pdf

o JPCERT/CC MaggtEEHMEER A4 K Z 4 > (2019 FiR)
https://www.jpcert.or.jp/vh/vul-guideline2019.pdf

421 BEERNHGEARE L OEE

JPCERT/CC IFFH%EHEI & U THags B OB IIe L 72 2 -WFBRE DOV X b 2Rl L TVWE 3, B
PARE ICE SR E BBV L TB D, AMEHRRE S TOEREIIN 4.2 1RFT2EBD 1,325 T, APF
HicBWT, BREDIEFIRN R E 2 KA L, FEEPTEEIR 7R E O DMt e s ifE T = vl
MR EDOEREHRHE L E Lz, EEROBERBICIZ Z OBREKE IS BRI T\hE T, &
FREDFHNIOWTIERD Web R—=I % TSR 72X W0,

o WHBHIEE TR
https://www.jpcert.or.jp/vh/register.html
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E| A& H5)

AIEE E TICBANT & 5 RFABEBZMBICHED 2 72012, FHO CSIRT RH A N—tF 2 7 4
DB D MA TV ZERMEREDIH N ERBEL TE2HANDHDET, 2O X5 RIGFEHZ T,
JPCERT/CC Ti&, FH2 6 2o DMlffke ¥ 2 ) 7 4 KBUCEI T 2 HHPRm oL H I B, Ba
REOBHENTIEHICTE 2 X 5ICT 2 20DBE S DI HATVE T,

5.1 EREFROZI a7 —FLOEETEE

PAN—tF 2V 74 IZHTIWMDMAAZITo TWVBEFEFRD ISAC 2 CEPTOAR 72 & Ok, 3
SR, FREDFMET 2EEDICSML, BERGRSLHEEEZIT o TV E T, AUFEHITIERD & 5
IRIEEN R L % L7z,

5.1.1 BEXEZS ISAC

2025 £ 11 A 21 HICBH#EXIN=EBHEZCSML., TIEEZER T2 4 > o7 bADXth~Ivanti
Connect Secure 72 ¥ OB OMITIHEZEH T AINE~ ] WS XA ML THEBEZITOVWE L2,

5.1.2 SICE/JEITA/JEMIMA £ 2V 5« AERAREAT—F 255 —7F

SICE GrHlE#HE?R) & JEITA (BFIEWMEAMERGR). JEMIMA (HABSGHIGRLRER) 2
EHRNCHEL TV aEF 2V 7T A REMRERIY —F > 77—, Hflfll A7 2F 2
TARKELTEMRD G 4 L BREZSZRL E L,

513 €72 —hI Y IIEEEREER

JPCERT/CC &, 7 Z—HT I ADEFNCSIML Y —F > 77— FEHO R ERIEAE 21T
S dic, ERFAN—HIEE (NCO) 2 HFATE TR -V VI NLOEBRFEIELTVE T, K
PUFEHAIE, 2025 4F 12 A 8 HICHfE X N8 82 Bl A — A v v S LEEZRB AT, Windows Server
Update Services (WSUS) DR % HH 3 2 WEEE ORBUC OV THERE LG L ¥ L,
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5.2 ENEREE & OEEEILE L VRHRXBOREER

5.2.1 BFHIEMBIRIZMT & DEEIRE

R—=2LH A + CISTA OB L, FHIERBREORMICMZ T, BHHREEPERKIRDO-9
DEREZHRITVET, NHTORAZHET 22 L THEMORMEZIRT & & bz, BB N
WZH THEEWEEL Y MEOEHICSED TVET, BB, RPEEIE, #7211 13 ks CISTA
OFIFFH Y L TERI T Lz,

522 HEXDFHHI AT LtFa )T BHERITRERSAIIL—T

1|

JPCERT/CC T, BEEEZFLL LGS 27 4% 2 ) 7 4 HYFIC X 2HERH 7LV — 7%+
HLTVWET, ZOZNV—7TE il 27 atF 2V 7 4 12B3 2 H@HEICOWT, JPCERT/CC
ESNMMEMOEGE LB L. HENLERHNZ2IToTVWET,

7B, AEFEHARKE T 36 MMM L TWE 3,

53 f&%#k - V—IILEFDREM
53.1 #IHlS 27 LAIFEF 2T BSHEY —LORMH

JPCERT/CC T3, il 27 2ORELEAICET 2 X2V 74 LOMBEHEZHE L., NF 22
DRVEF 2T A XMRETo TV ZEZHNE LT, fiffktx )74 HCFHEY -1 TH
% HARR SSAT (SCADA Self Assessment Tool : B LiAAfH]) % J-CLICS (filffls 274t F 2V 74
HOFHE Y —v) ZMETREL TVuET,

o HZAM SSAT (SCADA Self Assessment Tool)
https://www.jpcert.or.jp/ics/ssat.html

« J-CLICS STEP1 / STEP2 (ICS t % 2V 7 1 HC#Hfi> —1)
https://www.jpcert.or.jp/ics/jclics.html

o J-CLICS BT (ICS ¥ 2V 7 1 HAFHITY —L)

https://www.jpcert.or.jp/ics/jclics-attack-path-countermeasures.html
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JPCERT/CC 23§ 24 > 7Y FDZ LW, #85MED CSIRT % ISP, BUMHKEE & OIFERILA 1
NEREE LET, 207D, JPCERT/CC TlE. 4 Y7 Y MRAT ZHIDOEZEICBIT 2FHT
XDZH VR == bPbEREL, WSV ZICHAERHNIT 270 0EEMBREZENTVETS, K
ETIE, 20 &5 ZEBSESEEIHICOWT, HEITREIRELZTLLE T,

6.1 B85 CSIRT BEZES S ERXEES

JPCERT/CC 3. {44 ® National CSIRT D A > &7 >~ bxHGFERE ) O L2 X2 -0, WHE
ARy M TOMEEZE U CSIRT O - R EZT> TV ET,
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p

6.1.1 2025 FIRST & AfricaCERT Symposium: Africa and Arab Regions ADE1N

2025 4E 12 A 2 H» 5 2025 4F 12 A 5 HIZ» 13T, FIRST & AfricaCERT 2T 2770 h - 75
THIET D> YR AHE—V ¥ ¥ ATHMESNE LA, JPCERT/CCRERIDARY MIEML.
7 7V HFEEO CSIRT #H4EF v MR ZITWE Uiz, $72. 2025 4F 12 A 4 HIQZEESED/INE L
Di—BA3 “Sharing our CVD Journey: Insights and Lessons” & # U 7z###H 21TV, MEgstE~N> RV >~
BT % JPCERT/CC OHIRSHFEREZHELE L, ARV M OFEMIE IR Web =TI % 2%
2 E W,

e 2025 FIRST & AfricaCERT Symposium: Africa and Arab Regions
https://www.first.org/events/symposium/africa-arab-regions2025/

6.2 [EME CSIRT REH#

APCERT % FIRST TEEWLREEIZHS E, ZEMO CSIRT ##E DA A S EMINICSIL TH»
5,
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6.2.1 APCERT (Asia Pacific Computer Emergency Response Team)

APCERT & 2003 4F 2 AICRE L7 ¥ 7 KFEH#IH D CSIRT 2 2 =7 1+ —T73%, JPCERT/CC
. FERRED S #kHE L T Steering Committee GEEZRBER) DX Y AN—IEHINATED, £k 20
HFHERHBEHLTVET,

APCERT Dl & &f APCERT 1281} % JPCERT/CC DFENZDWTIZRD Web R— % TS84
{TZEW,

« JPCERT/CC within APCERT
https://www.jpcert.or.jp/english /apcert/

6.2.1.1 APCERT Steering Committee D EHE

APCERT @ Steering Committee (& 2025 4 10 H 9 H¥& 2025 4 11 H 18 HICEFERHEZIT V.
APCERT OEE F#HZFEIZOW T L £ L7z, JPCERT/CC & Steering Committee X > N—¥ LT
KRBT 2 LFAFIC, FHERE L TRXREELZ P R—- ML E L

6.2.1.2 APCERT X2 LUH>Y T 7L > X 2025 ADEN

2025 £F 11 A 25 H225 2025 4 11 H 28 HIZA 3T, APCERT OETMRBLIOA Y 7 7 L Y AH3F —
ANV 7D R=—THEEINE Lz, S8 “Cyber Horizons: Strengthening Regional Resilience
- Together” ¥ \W5 7 —<Dd ¥, APCERT DX ¥ N— « X— b F—HIERA -+ Z VU 7 DH A N —
t¥aV7 132274 —OREEHS 100 HRELSML L L7z, FEXERITIE APCERT O FHE X
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HZDOWTIX, RD Web R—I %2 ZTHHBL X0,

o FIRST
https://www.first.org/
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e FIRST.Org, Inc., Board of Directors
https://www.first.org/about/organization/directors
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6.4 EDMERZZADEN

6.4.1 Enhancing Cyber Resilience: Approach, Responses, and Practical Actions T®D/\
RILEIE

2025 4F 11 H 25 HICEHEERE R o/ NeE (L) —#A3 ADR Institute for Strategic and International
Studies DFMET %4 > 7 7 L >~ X Enhancing Cyber Resilience: Approach, Responses, and Practical
Actions IZBML K L7 $AN—L IV I RIZHT B850k v > a T L, CERT O%ENS
DWTHELE L,

e Stratbase Pilipinas Conference 2025: Enhancing Cyber Resilience: Approach, Responses, and
Practical Actions
https://adrinstitute.org/2025/11/20/stratbase- pilipinas-conference-2025-enhancing-cyber-r

esilience-approach-responses-and-practical-actions/
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R=I% ZTZRLITEZ W0,
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