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CSMS認証取得に関する文書

一般財団法人日本情報経済社会推進協会
情報マネジメントシステム認定センター

下記のCSMS認証取得に関する文書はPDF版をダウンロードできます。

<table>
<thead>
<tr>
<th>ダウンロード</th>
<th>名称</th>
<th>発行・改訂日</th>
<th>内容</th>
</tr>
</thead>
<tbody>
<tr>
<td>pdf版: 527kB</td>
<td>CSMS認証基準 (IEC62443-2-1) Ver.2.0</td>
<td>2016.10.4</td>
<td>IEC 62443-2-1:2010 をベースとした、CSMS認証の要求事項。IACS開発・構築を専門に担う組織についての要求事項を追加。</td>
</tr>
<tr>
<td>pdf版: 712kB</td>
<td>CSMSユーザーズガイド-CSMS認証基準 (IEC 62443-2-1)対応 - Ver.1.2</td>
<td>2015.5</td>
<td>CSMS認証基準 (IEC 62443-2-1)の要求事項について、一定の範囲でその意味するところを説明しているガイド。主な読者は、CSMS認証取得を検討もしくは着手している事業者において、実際にCSMSの構築に携わっている方及び責任者を想定している。</td>
</tr>
<tr>
<td>pdf版: 855kB</td>
<td>CSMSシステムインテグレータ向けガイド-CSMS認証基準 (IEC 62443-2-1)対応 - Ver.1.0</td>
<td>2016.10</td>
<td>システムインテグレータが、CSMSを構築し、CSMS認証を取得するための手引きとなるガイド。システムインテグレータの方々に向けて、IACSのセキュリティを守るための要求事項を新たに加えたCSMS認証基準Ver.2.0と整合している。</td>
</tr>
</tbody>
</table>
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