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Note of Confirmation
Japan Computer Emergency Response Team Coordination Center
On Vulnerability Information Coordination

Introduction

JPCERT (JPCERT/CC) 1996
National CSIRT ( )

JPCERT/CC is an independent non-profit organization, acting as Japan’s national point of
contact for overseas CSIRTSs. Since its establishment in 1994, the center has been gathering
computer incident and vulnerability information, issuing security alerts and advisories,
and providing incident responses.

JPCERT/CC

One of the JPCERT/CC's services is to coordinate vulnerability information, which when
discovered is reported tooverseas CSIRTs and then to Japanese vendors. This service helps
Japanese product vendors to access vulnerability information at the same time as
international vendors and gives them a fair opportunity to deal with product vulnerabilities
before they are publicly disclosed.
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JPCERT/CC CSIRT

In this Note of confirmation, vendors agree to allow JPCERT/CC to coordinate the
distribution of their undisclosed vulnerability information provided by overseas CSIRTSs
including CERT/CC. Based on this agreement, JPCERT/CC coordinates vulnerability
information with a separately agreed distribution policy and procedure guideline.
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Note of Confirmation and Contact Point within your Organization

http://wwv. jpcert.or.jp/fornipoc.txt

office@jpcert.or.jp

JPCERT/CC CERT/CC CSIRT CSIRT
JPCERT/CC JPCERT/CC

We agree with JPCERT/CC to coordinate undisclosed vulnerability information, provided
by overseas CSIRT including CERT/CC.

Contact Point Information for vulnerability coordination structure

Fkk (Team Contact)****
1. (Organization Name)
2. (Team e-mail address)
* ( )vhe -- --.C0.jp
3. (Telephone Number)
4, (Mail address)
Fkk (Primary Contact)****
1. (Name)
2. (Affiliation)
3. (Title)
4, (Contact e-mail address)
5. (Telephone Number)
6. (Mail Address)

CERT/CC
This Note of Confirmation shall not preclude Japanese vendors' direct contact to CERT/CC.




